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Increased vulnerability of
data breaches and
cyber-security

Increasing awareness on
responsible disposal of devices
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‘WHAT IFS’
OF TECHNOLOGY
IMPLEMENTATION

Job losses and traditional
jobs becoming obsolete
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Increased number of
autonomous and smart
vehicles

Tax-base erosion to keep
pace with the globalised
digital economy
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‘Bricks-and-mortar’ world -
AUTONOMOUS clash between people and
VEHICLES ARTIFICIAL A
Inequality—technology replacing el e Datasets and algorithm that
low to medium-skilled people but 1 J.

[ 2 assist decision making are

Convenience and * somewhat biased
affordability of AVs Adoption of industry J.
automation *

1 M o .
Arising ethical
) { -

concerns

fewer, higher—skil}ed alternatives.
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Decline of mass
transportation
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Job reduction in services
and key sectors
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Exacerbate rising inequity
in the society

Rebound effect
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